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Information Security Policy 

This policy defines the Information Security principles, rules, and procedures of the FURUNO 

HELLAS Α.Ε. 

FURUNO HELLAS recognizes that the data as well as the procedures, the systems, and the 

information services are crucial company assets.  FURUNO HELLAS also recognizes that the safe 

handling of the company information is of crucial importance for its employees, partners, clients, 

and the rest parties that are related with the company. 

FURUNO HELLAS implements a system for the management of information security according to 

the Standard 27001:2013 for the activities: Development, operation and support of the Astrolabe 

VMS and Tracking System. Development, operation and support of the Hermace Remote Monitoring 

and Support System. Technical support, servicing and surveys of electronic navigation and 

communication equipment. The achievement and the maintenance of the ISO 27001:2013 

certification proves the company’s management commitment. 

The information security policy is applied to all information, systems, and services in relation with 

the Information Security System scope. The objective of the information security is the 

maintenance of the confidentiality, the integrity, and the availability of the information, demanding 

the restriction of access to only authorized users, the consistency, the accuracy and the credibility 

of the information throughout their life cycle and the assurance that the information assets are 

ready for authorized use. 

The information security is the responsibility of all the personnel of the FURUNO HELLAS. Each 

person who handles information or information systems of the FURUNO HELLAS has to comply with 

the information security policies and procedures of the company. 

FURUNO HELLAS implements a program of awareness and training of the personnel in information 

security issues. The participation of the employees in the training courses is obligatory. 

FURUNO HELLAS is committed to fully comply with the applicable Legislation regarding the 

information security and the protection of personal data. 

The selection of suppliers and the management of projects of the FURUNO HELLAS is performed 

according to the set information security principles. 

The access to the information and the systems of the FURUNO HELLAS is only allowed to 

authorized users. For the access control appropriate measures and procedures are implemented. 

All the information data of the FURUNO HELLAS are classified according to the company’s 

classification policy. Information security measures are applied for the information data based on 

their classification. 
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At the FURUNO HELLAS premises there are implemented the appropriate physical security 

measures, depending on the identified risks. 

The company prescribes mechanisms and procedures for handling of information security incidents 

in a clear and effective manner. In case of an information security incident, the personnel of the 

FURUNO HELLAS follows the relevant procedure. 

FURUNO HELLAS has developed and implements business continuity plans, in order to ensure that 

the vital company procedures continue in case of failures or disasters to critical services or 

installations. The effectiveness of the business continuity plans is regularly tested.  

FURUNO HELLAS conducts periodical controls of the effectiveness of the information security 

conditions and of its implementation for the information security assets of the company. FURUNO 

HELLAS focuses on the continual improvement of the Information Security System and the 

applicable protective measures. 
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